
PRIVACY POLICY AND CONSENT TO USER PERSONAL DATA PROCESSING

This Privacy Policy and Consent to User Personal Data Processing (hereinafter referred to as 
"Policy") defines the procedures for collecting, processing, organizing, and disclosing 
personal information provided by the User (hereinafter "User") when visiting and 
interacting with the Vibe Generator website (hereinafter "Site") available at 
https://vibegenerator.ai. The operator and copyright holder of the Site is Aleksei 
Chepuriaev, acting as an individual entrepreneur (Organizational form: Individual 
Entrepreneur Expert Boosting; Identification number: 304632538; Registration Date: 
27.10.2022; Registering authority: LEPL National Agency of Public Registry, Legal address: 
Georgia, Tbilisi, Gldani district, Gldani massif, micro-district III, building N80, apartment N4).

GENERAL PROVISIONS

1.1. By providing personal data on the Site, the User grants unconditional consent to the 
Operator for the processing of such data, whether uploaded directly by the User or 
automatically collected through User interactions.

1.2. Personal data refers to any information provided by the User through the Site, as well 
as data collected automatically during Site use, which enables identification of the User as 
an individual.

1.3. For any communication with the Operator, Users must use their registered email 
address or phone number.

1.4. Personal data submitted by Users is accepted by the Operator "as is" without prior 
verification. Users are solely responsible for the accuracy and reliability of provided data.

1.5. The Operator adheres to confidentiality obligations in line with Georgian Law "On the 
Protection of Personal Data" when disclosing or processing User data.

1.6. Automated processing of User data may be performed by the Operator.

PROCESSED DATA

2.1. The User provides unconditional consent for the Operator to process the following 
personal data:

2.1.1. User’s email address;

2.1.2. User’s contact phone number;

2.1.3. User’s account password.

2.2. User data is exclusively processed for purposes outlined in this Policy and retained until 
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consent is withdrawn or the Site ceases operation, whichever comes first.

PURPOSE AND PRINCIPLES OF DATA PROCESSING

3.1. User data is processed for:

3.1.1. User account creation and management;

3.1.2. Providing User access to Site features and content;

3.1.3. Facilitating access to protected areas and functionalities of the Site;

3.1.4. Sending marketing communications, promotional offers, and informational 
newsletters related to the Site's services.

3.2. Data processing adheres to the principles of:

3.2.1. Lawfulness and fairness;

3.2.2. Relevance to processing purposes;

3.2.3. Consistency between the data processed and declared objectives.

3.3. The Operator reserves the right to use User data for lawful purposes consistent with 
Georgian legislation.

3.4. Users agree that processed data is appropriate to its intended purpose.

TRANSFER AND REMOVAL OF DATA

4.1. User data provided or generated during Site use remains confidential and is not publicly 
disclosed.

4.2. The Operator does not collect or process payment data; this is handled directly by 
authorized financial institutions and payment services.

4.3. The Operator transfers personal data exclusively as mandated by Georgian legislation 
and international agreements.

4.4. User data requested by government or local authorities is provided according to 
Georgian legal procedures.

4.5. User data is stored for the duration of Site usage and, upon User request for deletion, 
retained for no more than six (6) months from the request date.
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DATA SECURITY MEASURES

5.1. The Operator employs technical and legal safeguards to protect User data from 
unauthorized access, misuse, destruction, alteration, or other unlawful activities.

5.2. Security measures include:

5.2.1. Identifying and mitigating data security risks;

5.2.2. Applying technical and organizational protections;

5.2.3. Utilizing certified security tools;

5.2.4. Regularly evaluating the effectiveness of security measures;

5.2.5. Implementing protocols to detect and respond to security breaches;

5.2.6. Restoring data compromised through unauthorized access;

5.2.7. Maintaining secure access controls and logging data interactions;

5.2.8. Ongoing monitoring and improvement of data security.

5.3. The Operator is not liable for unauthorized data access resulting from third-party 
breaches beyond its reasonable control.

FINAL PROVISIONS

6.1. This Policy is publicly accessible, with the latest version available at: 
https://vibegenerator.ai/privacy-policy.pdf.

6.2. The Operator reserves the right to amend this Policy unilaterally without prior notice. 
Users are responsible for regularly reviewing updates.

6.3. This Policy forms an integral part of the User Agreement available on the Site. Users 
must fully review and agree to this Policy before registering. Registration signifies full 
consent to personal data processing as detailed herein. Disputes concerning data processing 
are resolved as specified in the User Agreement.
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